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Before MPP There Was RAV
Published by GeCAD, sold in this 
country by  RAE-Internet
Reliable Anti-Virus program for OS 
X, other UNIX and Windows e-mail 
systems
All of the “Intellectual Property” for 
RAV was purchased by Microsoft 
about 2 years ago.



MailServer AntiVirus 
with the MPP

The MPP provides a powerful range of 
antivirus solutions for Unix based 
mailservers including Sendmail, Qmail, 
Postfix, and CommuniGate Pro. The MPP 
provides a rich set of features + Webmin 
management for Sophos AntiVirus, Pattern 
Authority integrated scanner, F-PROT, and 
ClamAV



What OS’s Are Supported?

Mac OS X 10.2 and above 

Linux - i386, PPC, zSeries. glibc 2.3 required

FreeBSD 4.8 and 4.9, 5 with compatibiliy libraries.

Solaris 9, 8 on the way



What E-Mail Systems 
Are Supported?

Sendmail LibMilter 8.12
Postfix
QMail
CommuniGate Pro



What Features Does 
MPP Provide?

Selective Scanning
Quarantine Management
Silent Discard
Flexible Warning Schemes
Multiple Logging Levels
Multiple Scanner Support
Flexible Error Handling
AntiSpam Engine Support



What Virus Scanners 
Are Supported?

Sophos
Sophos is our fastest scanner due it's library approach and memory resident scanning. Sophos is business class 
antivirus and provides some of the fastest virus updates in the industry. You may purchase our Sophos/MPP bundles 
or purchase a standalone license for use with your Sophos site license.

Pattern Authority
PA, by CyberSoft is an integrated virus, spam, and content scanner. Cybersoft built the worlds first Unix based virus 
scanner and they are widely deployed in military applications. Cybersoft provdes daily updates for virus and spam 
patterns. PA is supported on Linux, Solaris and OS X.

F-PROT
The MPP supports the F-PROT Daemon scanner on Linux, Solaris and FreeBSD. F-PROT is world renowned for their 
antivirus expertise and their scanner is extremely accurate.

ClamAV
The MPP provides a simple and straightforward interface for deploying ClamAV. ClamAV libraries are statically linked, 
you just place the virus definitions in the standard location. This means no compiling and an ultra fast installation. 
The MPP supports memory buffer scanning with ClamAV for increased performance.
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Managing MPP




















